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Snapshot: Cyberfraud 
and COVID-19

expect to see 
an increase 
in cyberfraud in 
the coming year.1

82%

How anti-fraud professionals view cyberfraud risks  

87%
said they currently cover cyberfraud in their fraud awareness 
training, while 9% said they plan to include it in the future. 

47%
Significant
increase

2%
Significant
decrease

13%
No change

35%
Slight increase

3%
Slight

decrease

Challenges maintaining 
data privacy/security

38%
34%

Inability to proactively identify and 
mitigate emerging threats

37%
35%

of anti-fraud professionals reported that 
cyberfraud-related issues pose a challenge 
for their organization’s anti-fraud programs. 

More than 
a third 

Currently 
included

87%

Not currently 
included, but 
expected to 
include in the 
future

9%
Not currently 
included, and 
do not expect 
to include in 
the future

4%

Significant
increase

Slight 
increase

Observed as 
of May 2020

{81%

45%

36%

Observed as of 
August 2020

{83%

47%

36%

Observed as of 
November 2020

{85%

52%

33%

At the start of the COVID-19 
pandemic, anti-fraud 
professionals reported 
seeing a rise in cyberfraud, 
which steadily increased as 
the pandemic continued. 

https://www.acfe.com/uploadedFiles/ACFE_Website/Content/covid19/Covid-19%20Benchmarking%20Report%20December%20Edition.pdf
https://www.acfe.com/covidreport.aspx
https://www.acfe.com/training-benchmarking-report.aspx

